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Abstract: This contribution discusses how to move forward the NAT issue in UE data collection.
1. Dicussion
[bookmark: _Toc519004414]There are two different way forward to solve the NAT issue in UE data collection. 
The one is reflected in paper S2-2313383 & S2-2313637 in SA2 160, to use UE ID to obtain public UE IP address on demand.
Another is reflected in paper SP-231632 in SA plenary, to use public UE IP address in AF to obtain the related UE ID individually. The AF maintains all the mapping table between UE public address and UE ID.
1.1 Clarification of technique concerns for S2-2313383 & S2-2313637
In this section, it provides some clearification to solve the concerns for the solution in S2-2313383 & S2-2313637. 
Q1: How does SMF learn about the port of the private IP address used by the data collection client?
Answer: For the certain gateway (e.g.:UPF), the private IP address that arranged to UE is unique in network domain. So the private UE IP address is enough to be consumed for retrieve UE ID. 
Q2: DNN and S-NSSAI is not mandatory elements used by SMF. Are we now mandating SMF to always provide these to UPF? How else to find right DN in UPF?
Answer: These two parameters are optional just like what R18 UPEAS defined. In section 4.15.10 of TS 23.502 of UE ID retrieval procedure, the AF can provide the DNN or S-NSSAI as optional, and also, the NEF can request the private address to UPF by DNN, S-NSSAI. So why not AF can’t provide DNN and S-NSSAI in UE public address retrieval procedure?
Q3: What if overlapping IP addresses are used, how would UPF distinguish between different IP addresses for a DNN and S-NSSAI
Answer: The same answer as Q1. For the certain gateway (e.g.:UPF), the private IP address that arranged to UE is unique in DNN + S-NSSAI domain.
Q4: If not using the procedures in 4.15.10, and there is a NAT on IPv4, then the UE and DCAF can always use IPv6, or the UE can provide GPSI to the DCAF and thus if our solution is not wanted there anyway exists mechanisms to get something working
Answer: If IPv6 used, no need to retrieve UE ID at all because the IPv6 prefix arranged for UE is global unique. So, R17 design for UE IP address retrieval procedure is enough to solve the issue if IPv6 used.
1.2 Technique comments to SP-231632
This section provides the technique comments to the solution in SP-231632:
Signaling overhead issue: The consumer of collected data by DCAF are either NWDAF or Event Consumer AF as as defined in clause 4.2, TS 26.531. This solution mandates the DCAF blindly query the 5GC (with public UE IP addresses) to get the mapping between private UE IP addresses UE ID and public UE IP addresses for all the data collected in DCAF, even the data is only consumed by Event Consumer AF. Our current understanding is that this somehow results in the signaling overhead and also unnecessary mapping information exposure to DCAF.
Compatibility issue: This solution is totally an opposite direction compared to R17. It will have an incompatibility problem with R17 UE data collection procedure (R17 proposes use UE ID to get UE address). In order to support new R18 data collection, the AF should be updated and support a different data collection procedure defined in R17. 
Confused for R18 AF to decide to whether to retrieve address or UE ID: The R18 solution is workable for both NAT or no NAT, does the R17 procedure still needed? If the AF is R18 AF, does this AF directly use the R18 solution to retrieve UE ID? Or this AF firstly check whether NAT deployed or not, and then the AF decides to use R18 solution to retrieve UE ID or R17 solution to obtain UE IP address? It is unclear for AF.
2. Way forward
The NAT issue discussion has been last for long time, here try to give the way forward.
Option 1: Resolve the NAT issue in R18.
Option 1.1: Use S2-2313383 & S2-2313637 as way forward, the SMF consumes the private IP address, DNN and S-NSSAI as input to retrieve the UE ID from UPF. 
Option 1.2: Only if the question and concerns that listed in Section 1.2 are clarified clearly, it is possible to have open discussion of the solution provided in SP-231632. 
Option 2: Resolve the NAT issue in TEI19 if no conclusion in R18 reached. 
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